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Requerimientos no Funcionales

# Introduccion

Este documento tiene como objetivo plantear en base a conocimientos técnicos los Riesgos que se pueden presentar el proyecto Segana

## Proposito

Determinar los riesgos más comunes que se pueden encontrar en el Ámbito de la Aplicación y poder construir una aplicación de cálida desacuerdo a los requerimientos

## Referencias

La información descrita en este documento servirá como base la definición de la Arquitectura de la aplicación

## Descripción general:

Este documento contiene información de vital importancia para el proceso de desarrollo del sistema Segana, el cual tiene como objetivo presentarles los riesgos que se tomaran en cuenta en la construcción de la aplicación

# Requerimientos no funcionales:

Para esta tipo de aplicación necesitamos de los siguientes requerimientos no funcionales:

-Rendimiento:

Tiempo de Respuesta: la aplicación no debe de tardar más de 3 seg en cargar todas las funcionalidades. Para evitar que el riesgo de que los usuarios salgan de la aplicación.

Disponibilidad: el sistema debe de estar disponible 99% del tiempo pero no es fundamental en horario nocturno de 22:00 a 6:00 horas

Concurrencia: El sistema tiene que poder manejar 30000 Usuarios de manera concurrente.

-Interfaces:

Interoperabilidad: dado que el sistema debe de poderse comunicar con varios otros sistemas (el de pago y el de deportes) es tiene que crear una interfaz estándar para la comunicación esta será atreves de servicios web dado que son estándar independiente de lenguaje o plataforma ese utiliza.

Usabilidad: para poder acceder a una funcionalidad se tendrá que realizar en al menos 3 pasos. Dado que existe el riesgo que el usuario se moleste de lo engorroso que es apostar en nuestro sistema.

Seguridad:

Para evitar el robo de información sensible de los usuarios del sistema se encriptar la información de los usuarios como dirección y se utilizara md5 para ofuscar la contraseña de los usuarios.

También se manejara un niveles de privilegios entre entré los diferentes usuarios del sistema.